BLUSTRE=ANN~

il 1l 1 I MULTICAST

Network Switch Set-up Guides

Ubiquiti
FdgeSwitch Series

when used in a 1Gb Blustream Multicast system, in a single switch configuration system

Revision: 1.1 - Mar 2021



Ubiquiti EdgeSwitch SETUP GUIDE

Contents

Introduction 03
Switch Requirements 03
Network Topology for Multicast 03
Connecting to the Web GUI Interface 04
Activating Layer 3 Mode 05
Jumbo Frames 06
IGMP Snooping 07-09
Turning On/Off PoE 10
Apply and Save Settings 11
Changing Your Computer IP Address 12-15

0 www.blustream.com.au | www.blustream-us.com | www.blustream.co.uk




BLUSTREANN\— Ubiquiti EdgeSwitch SETUP GUIDE

Introduction

The 1Gb Blustream Multicast solutions require a 1Gb managed network switch in order for HDMI distribution to be achieved
reliably, and without any loss of performance.

The following guide is a step-by-step instruction on how to connect and configure your network switch to support 1Gb Blustream
Multicast products.

Please ensure each step is followed and checked at each stage. Before exiting the set-up, it is advisable to reboot the switch, log-in,
and double check all settings.

Switch Requirements

The following features need to be enabled on the network switch being used for a Blustream Multicast system:
1. Multicast

2. Jumbo Frames / Jumbo Packets / MTU

3. IGMP Management /Snooping

4. PoE (where being utilised)

Feature explanation:

« Multicast (one-to-many or many-to-many distribution) is a group communication where information is addressed
to a group of network devices simultaneously (Blustream Multicast products).

« Jumbo Frames / Jumbo Packets / MTU are Ethernet frames with more than 1,500 bytes of payload.
Conventionally, jumbo frames can carry up to 9,216 bytes of payload and must be activated in order to send large
packets of data for HDMI distribution. Without this enabled, the ability for the IP***UHD-TX units to transmit the
HDMI data will not be achievable.

+ IGMP Management & IGMP Snooping is the process of listening to Internet Group Management Protocol (IGMP)
network traffic. The feature allows a network switch to listen in on the IGMP conversation between hosts, routers
&receivers (IP***UHD Transmitters, the network switch, and IP***UHD Receivers). By listening to this flow of
traffic the switch maintains a map of which links need which IP multicast streams i.e. which Blustream Multicast
products are active and where the signal is being distributed to.

* Kk k.

« PoE (Power over Ethernet) the Blustream IP***UHD and ACM devices are all capable of being powered by PoE.
Power Supply Units are available for Blustream IP***UHD and ACM devices, however, the products are not sold
with these included. PoE can be disbaled on the switch if external PSU’s are being used.

Network Topology for Multicast

Our recommendation for the set-up of a Blustream Multicast system would be to have the customers business, or
home network be kept independent of the Blustream Multicast video distribution network. This negates the possibility
of data flowing through one network reducing the performance of the other and vice-versa. The Blustream Control
Module will act as a “bridge” between the two networks allowing for control data to be seamlessly transmitted
between the two networks.

Where the the business / home network and Multicast network are sharing a switch/es (not recommended). We
would suggest creating a separate VLAN for the Multicast network, ensuring there is a minimum 1Gb of bandwidth
allocated to the VLAN. A networking professional should be consulted when designing this type of system to ensure
the networks can co-exist on the same infrastructure.
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Connecting to the switch Web GUI Interface

To login into the Ubiquiti network switch the factory default details are:

IP Address: 192.168.1.2
User Name: ubnt
Password: ubnt

In order to connect to the network switch your computer will need to be physically connected to the Ubiquiti switch using a CAT network
cable. The computer must also be in the same IP range as the Ubiquiti switch’s default IP address. If you are unsure how to update your
computer IP range follow the ‘Changing your computer IP address’ instructions at the rear of this guide.

1) Open your internet browser (Google Chrome, Safari, Mozilla, Internet Explorer etc)
2) Type the network switch default IP address into the web browser bar

3) Enter the default user name and password

4) Tlck the box to agree to the terms of the License Agreement

5) Click ‘LogIn’

Note: If the switch is not using the factory default settings you will need to know these login details or have to factory reset the unit. For details
how to factory reset the network switch please refer to the switch user manual.

E Log in - Ubiquiti EdgeSw X

o C | A Notsecure | bitps//192.168.1.2 | O

EdgeSwitch

By signing in to this device, you agree to be bound by the
terms and conditions of our :

04 www.blustream.com.au | www.blustream-us.com | www.blustream.co.uk



BLUSTREANN\— Ubiquiti EdgeSwitch SETUP GUIDE

Firmware upgrading the Ubiquiti switch

Once you are logged into the EdgeSwitch, please upgrade the firmware tof the switch o the most recent release which is available on the
Ubiquiti website. The firmware file and instructions of how to perform a firmware upgrade can be found at the below address:

https://www.ubnt.com/download/edgemax/edgeswitch

Once you have upgraded the firmware version to the latest release, and reset the switch, double check your upgrade has been successful by
viewing the switch Dashboard - the field marked ‘Software Version’in the ‘Device Information” section will confirm the firmware version your
switch is now running,

Layer 3 Mode

Ubiquiti EdgeSwitches have Layer 3 mode enabled automatically on all firmware updated switches from August 2016 onwards.

If your EdgeSwitch has not been firmware upgraded, Layer 2 mode will be enabled as standard, this will not allow for Blustream Multicast
products to be connected and HDMI signals distributed.

Legacy Interface

With firmware version 1.7.4 and above, Ubiquiti has introduced a new interface. Not all settings are accessible via the new interface. Ensure
you are using the Legacy Interface by select it from the user drop down in the top right corner of the page.

UBNT EdgeSwitch - Dashl X

&< C | A Notsecure | hitps//192.168.1.2 prgll c

Eddg:mx EdgeSwitch 24500W  GUID21

Il o =
@ 60 4%

P {bps 1port

%) Total throughput Active ports Port utilization

UBNT EdgeSwitch 44:d9:e7:06:31:d4

ac oomss EEEEEEEEEEEE B
192.168.1.2/24 . . . . . . . . . . . . .

P ADDRESS

® 1d 4h 27m 43s

Port summary
: : . Mode
Port  Portname PoE | RX ™ (Status) LAG

PoE+ Auto
1 oW ¥ 10Kbps . ©G0Kbps | (iGhosrox v O o

PokE-
2 EOO\J] = Auto - k‘) o

- PoE+ - e
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Jumbo Frames

To enable Jumbo Frames:

Go to the ‘Port Summary’ tab within the ‘Basic’ menu structure

< C | A Not secure | bttps//192.168.1.2/htdt

PPy FEFEPEE N

S S I TIETY) _n Basic ~ System ~ Switching + Rouing ~  Security ~

FdﬂpMAY ot b € i ol ol ol ol o e ol ol o NewUl @ Save Configuration Log Out
o

Dashboard VLAN Port Channel (LAG) PoE Configuration Port Mirroring Firmware Upgrade UNMS Restart Switch

Port Summary

Display |10 ¥ | rows Showing 1 to 10 of 32 entries Filter:
Admin Physical STP LACP Link
Interface 3 Port Description o Type £ = e Physical Status = & ri &
Mode Mode Mode Mode Status
/1 Mormal Enabled Auto 1000 Mbps Full Duplex Enabled Enabled Link Up
0/2 Normal Enabled Auto Enabled Enabled Link Down
0/3 Normal Enabled Auto Enabled Enabled Link Down
i
0/4 Normal Enabled Auto Enabled Enabled Link Down
0/5 Normal Enabled Auto Enabled Enabled Link Down
0/6 Normal Enabled Auto Enabled Enabled Link Down
0/7 Normal Enabled Auto Enabled Enabled Link Down
0/8 Normal Enabled Auto Enabled Enabled Link Down
0/9 Normal Enabled Auto Enabled Enabled Link Down

Select all ports on the switch by checking the box adjacent to the ‘Interface’ header

< C | A Notsecure | hitps://192.168.1.2/htd

FdﬂﬂMAYY - . . @gg ggg E # NewUl @ Save Configuration Log Out
ot

e IR L _u Basic ~ System Switching ~ Routing ~ Security ~

Dashboard Port Summary VLAN Port Channel (LAG) PoE Configuration Port Mirroring Firmware Upgrade UNMS Restart Switch

Port Summary

Display | Al ¥ | rows showing 1 to 32 of 32 entries Filter
Admin Physical STP LACP Link
Interface 3 Port Description b Type £ = 2= Physical Status = e r &
Mode Mode Mode Mode Status
td 0/1 MNormal Enabled Auto 1000 Mbps Full Duplex Enabled Enabled Link Up
L 0/2 Normal Enabled Auto Enabled Enabled Link Down
td 0/3 Normal Enabled Auto Enabled Enabled Link Down
i
L 0/4 Normal Enabled Auto Enabled Enabled Link Down
td 0/5 Normal Enabled Auto Enabled Enabled Link Down
| 0/6 Normal Enabled Auto Enabled Enabled Link Down
Ld 0/7 Normal Enabled Auto Enabled Enabled Link Down
td 0/8 MNormal Enabled Auto Enabled Enabled Link Down
L 0/9 Normal Enabled Auto Enabled Enabled Link Down
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Once all ports have been selected, click the ‘Edit’button at the bottom of the screen

Edit Port Configuration

Interface

Port Description

Admin Mode
Physical Mode
STP Mode
LACP Mode
Link Trap
Flow Control

Maximum Frame Size

01, 02, 073, 0/4, 0I5, 046, O/7, /8, 049, 010
(010 64)

O pisable ® Enable

O pisable ® Enable

O pisable ® Enable

O pisable ® Enable

@ Disable O Enable

9000 (1518 to 9216)

To allow for large packet data to be transferred, amend the ‘Maximum Frame Size’ field to a value of 9000.

Ubiquiti EdgeSwitch SETUP GUIDE

Having Layer 3 activated on your switch will allow this value to be increased as far as 9000. If you cannot exceed a value of aproximately 1500
in this field, then Layer 3is not activated. Please refer to Page 5 of this manual and firmware update the switch.

Click ‘Submit’ at the bottom of the window.

B edgeswitch

« - 0

X+

‘ 192.168.1.2

EdgeMAX

Basic > Port Summary

Dashboard Port Summary Port Channel (LAG)

Port Summary

Display rows

Interface & PortDescription

[
0z
013
0i4
0is
0i6
or
0i&

0/9

OoO0o0ooooooo o

0/10

PoE Configuration

Type

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Normal

I -

Port Mirroring

Firmware Upgrade

Restart Switch

Showing 1 to 10 of 32 entries

Admin Physical
e & Physical Status

Mode Mode

Enabled Auto 1000 Mbps Full Duplex
Enabled Auto

Enabled Auto

Enabled Auto

Enabled Auto

Enabled Auto

Enabled Auto

Enabled Auto

Enabled Auto

Enabled Auto

System -

Switching =

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Roufing =

Mode

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

Enabled

The device configuration
has changed. Please

i save the configuration to

ensure that it is preserved
ifthe device is rebooted.

Link Status &

Link Up

Link Down

Link Down

Link Down

Link Down

Link Down

Link Down

Link Down

Link Down

Link Down

To save this configuration, click the button in the top right hand corner of the page marked ‘Save Configuration’which will be flashing in red.
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IGMP Snooping

In the ‘Switching’ tab, hover over ‘IGMP Snooping, then select ‘Configuration’ from the side menu that will appear.

&« C | A Not secure hps,//192.168.1.2/htdocs/pages/main/main.lsp#

il il il il i ol e o
PPN PP FENE =

Switching > IGMP Snooping > Configuration _ﬂ Teoir system Switching Routing ~ Security ¥

Configuration Interface Configuration Source Specific Multicast VLAN Status Multii O == st Router VLAN Status

f New Ul B Save Configuration

DHCP Snooping
IGMP Snooping Global Configuration and Status |PvB DHGP Snooping

i Fiters
Admin Mode Disable @ Enable
GARP
Multicast Control Frame Count 1091 .
IGMFP Snooping Configuration
q -
Interface(s) Enabled for IGMP Snooping 01,0 |GMP Snocping Querier Infarface Configuration
Multicast Forwarding Database Source Specific Mulicast
Data Frames Forwarded by CPU VLAN -
MVR -
Muliicast Router Configurati
)
Submit Refresh Lo )
Multicast Router VLAN Status.
LLDP-MED
Muliicast Rowuter VLAN Configuration
Post Channel

Port Security
Protected Parts
Spanning Tree
VLAN

MAG Based VLAN
Private VLAN

Voice VLAM

Enable both ‘Admin Mode’
Click ‘Submit’ to confirm your changes.

Click ‘Save Configuration” which will be flashing in red in the top right-hand corner of the screen. A confirmation window will appear.

< C | A Notsecure | hitps//192.168.1.2/htdocs/pages/main/main.lsp# Pl ] B
~ il il il il il il ol e ol i oy
Fﬂﬂgmx FENEEE EEREEE = # NewUl B Save Configuration Log Out
-

Switching > IGMP Snooping > Configuration _ﬂ Basic + System ~ Switching ~ Routing ~ Security ~

Configuration Interface Configuration Source Specific Multicast VLAN Status Multicast Router Configuration Multicast Router VLAN Status

IGMP Snooping Global Configuration and Status

Admin Mode Disabl

Multicast Control Frame Count 1001

Interface(s) Enabled for IGMP Snooping 0/1, 0/2, /4 0/10, 0/11, 0/12, 0/13, 0/14, 0/15, 0/16, 0/17, 0/18, 0/19, 0/20, 0/21, 0/22
0/23, 0/, 5 /5, 3/6

Data Frames Forwarded by CPU a
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IGMP Snooping

In the ‘Switching’ tab, hover over ‘IGMP Snooping’, then select ‘Interface Configuration’ from the side menu that will appear.

&«

C | A Mot secure

Reps://192.168.1.2/htdocs/pages/main/main

Switching > IGMP Snooping > Interface Cnnﬁ_n Temin system v Switching Routing ~

Class of Service

ngﬂMAX D # NewUl B Save Configuration  Log Out

Configuration Interface Configuration Source Specific Multicast VLAN Status Multicast Router Configura

DHCP Snooping

IGMP Snooping Interface Configuration 1Pv8 DHCP Snooping

Filters

Display | All ¥ | rows showing 1 10 32 of 32 entries GARP

Interface 2 Admin Mode 2 Group Membership Interval & Max Response Time e Multicast Roqiiatie Configuration

IGMP Snaoping Querier Interface Configuration

Enable - - _
Multicast Forwarding Datsbase Source Specific Multicast

VLAN Status

Enable & MVR

LoP Muliicast Router Configuration

Enable
Muliicast Router VLAN Status
LLDP-MED

Enable 5] Multicast Router VLAN Configuration

Port Channel

0/5 Disable 260 10 0 [a——

0/6 Disable 260 10 0 e
Spanning Tree

0/7 Enable 260 10 0
VLAN

0/8 Enable 260 10 0 MAG Based VLAN

0/e Enable 260 10 0 Eslaen
Voica VLAN

0/10 Enable 260 10 0

Select the ports you wish to activate IGMP Snooping on using the check boxes on the left.
NOTE - Do not activate IGMP Snooping on the port that the Blustream CM100 is connected to.

Scroll to the bottom of the page and click ‘Edit.

Edit IGMP Snooping Interface Configuration

Interface 01, 012, 0I3, 0/4, 0I5, /6, O/7, 078, 0/9, 010
Admin Mode O pisable [

Group Membership Interval (Seconds) 260 2 1o 3600)

axlitespotss2iRn-j{3=cimyia) 10 (110.25) Must be less than Group Membership Interval
Multicast Router Expiration Time (Seconds) 0 (0o 3600)

Fast Leave Admin Mode O pisable [

Submit Cancel

Enable both ‘Admin Mode’ and ‘Fast Leave Admin Mode’

Click ‘Submit’ to confirm your changes.

Click ‘Save Configuration” which will be flashing in red in the top right-hand corner of the screen. A confirmation window will appear.
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IGMP Querier

Select the tab marked VLAN Status’ within the IGMP Snooping menu.
If you do not already have a VLAN present, click ‘Add’

ol ol ol ol e ol ol e o
NP PN &

M@ Save Configuration Log Qut

FogeMAX ..

Switching > IGMP Snooping > VLAN Status Basic ~ System * Switching ~ Routing ~ Security =

Multicast Router VLAN Status

Source Specific Multicast VLAN Status Multicast Router Configuration

Configuration Interface Configuration Multicast Router VLAN Configuration

IGMP Snooping VLAN S

IGMP Snooj

Display rows ilfer.
VLAN ID
VLANID % Fast] = Report Suppression Moda =
Group Membership Interval (Seconds) 260 (2 10 3600)
Max Response Time (Seconds) 10 (110 25) Must be less than Group Membership Interval
Multicast Router Expiration Time (Seconds) 0 (010 3800)
Report Suppression Mode (® Disable ) Enable

Submit Cancel

P

Enable ‘Fast Leave Admin Mode’ and click ‘Submit’

You will now have a VLAN set-up on the switch. Click the ‘Save Configuration” button in the top right hand corner of the screen, then ‘OK’

You must turn on IGMP Snooping Querier on the switch to perform IGMP Snooping functions on the Vlan.

To activate IGMP Snooping Querier navigate to the ‘Switching’ tab, select IGMP Snooping Querier’ and ‘Configuration’

ol ol ol ol ol ol ol ol ol gl ol

PN PR NN & diializh

B Save Configuration

FoaeMAX
Switching > IGMP Snooping > VLAN Status _ n

Interf:

Basic System - Switching - Roufing

Class of Senice

Configuration e Configuration Source Specific Multicast VLAN Status Multicast Router Configura

DHCP Snaoping

IGMP Snooping VLAN Status

IPv DHGP Snaoging

Filters

rows

Display | all v

Fast Leave Admin

Mode

Enabled

Group Membership
Interval  (Seconds)

260

Showing 1 to 1 of 1 entries
Max Response
Time (Seconds)

10

GAR
IGMP Snoaping
IGMP Snooping Quesier

Multicast Forwarding Database

MVR
LLDP
LLDP-MED

Port Channel

Refresh Remove

Port Security

Protected Ports
Spanning Tree
VLAN

MAC Based VLAN
Private VLAN

Voice VLAM

10

eport Suppression
Configuration
WLAN Configuration

WLAN Status
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IGMP Querier

Under ‘Configuration’ enable ‘Admin Mode’ and ‘IGMP v2’ and click ‘Submit’

B cdgsSwitch X

&« C | ® 192.168.1.2/htdo

'pages/main/main.|sp# @+ | |

(01, Q— S i

Switching > IGMP Snooping Querier > Configuration _ Switching ~ Routing ~ secunty ~

Configuration VLAN Configuration VLAN Status

IGMP Snooping Querier Configuration

Admin Mode Disable

IP Address 0.0.0.0 (X x.X)

IGMP Version IGMP v1 |'® IGMP v2

Query Interval (Seconds) ) (1 to 1800)

Querier Expiry Interval (Seconds) 125 (60 to 300)

Refresh Cancel

Select the ‘VLAN Configuration’ tab. You must create a new VLAN by selecting ‘Add’

B cdgeswitch 3

< C | ® 192.168.1.2/htdo

‘pages/main/main.|sp# Qv B

il ol ol ol il

FdﬂpMAx EdgeSwitch 24-Port 500W 1.7.0 B L TR IlIlIllr @ Save Configuration

Switching > IGMP Snooping Querier > VLAN Conﬁgu_ System Switching ~
Configuration VLAN Configuration VLAN Status

IGMP Snooping Querier VLAN Configuration

Display [All ¥ | rows Showing 0 to 0 of O entries Filter:

VLAN ID ¢ Querier Election Participation - Querier VLAN IP Address

<>

Table is Empty

s
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IGMP Querier (Continued)

Select your VLAN ID, by default this will be VLAN 1.

Enable ‘Querier Election Participation” and click ‘Submit’

“ C | A Not secure | bitps,//192.168.1.2/htdocs/pages/main/main.lsp# | 0
= [ T T I N T I 0 0 0 B 5

FdﬂpMA y FENENY REEEEE N & NewUl B Save Configuration Log Out

Switching = IGMP Snooping Querier = VLAN _ n Hasic > System ~ Switching = Routing = Security *
Configuration VLAN Configuration VLAN Status

IGMP Snooping Querier VLAN Configuration !
Display [All v rows Showing 1 1o 1 of 1 entries Filter: |
= VLAN ID Edit IGMP Snooping Querier VLAN Configuration s
=] 1

VLAN ID 1

169.254.3.1 e.x.x.x)

Querier Election Participation

Querier VLAN IP Address

4

it

Once configured you will see your new IGMP Snooping Querier VLAN configuration

B cdgeswitch 3

&« Cc ® 192.168.1.2/htdocs/pages/main/main.Isp# @ i n

FrloeMAX" S8 i i e e

Switching > IGMP Snooping Querier > VLAN Conﬁgu_ Switching ~ Routing ~ Security ~

Configuration VLAN Configuration VLAN Status
IGMP Snooping Querier VLAN Configuration 2
Display [All ¥ | rows showing 1 to 1 of 1 entries Filter:
VLAN ID + Querier Election Participation - Querier VLAN IP Address =
1 Enabled 0.0.0.0
Refresh
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Turning On/Off POE

Not all Ubiquiti switches support POE. If you are unsure if the switch you have has PoE enabled, follow the instructions below to turn this
feature on.

Under the ‘Basic’ menu

Select ‘PoE Configuration’

FdoaMAX" - g g g g g g g g g g g E B Save Configuration  Log Out
J

Baskb OB Eo i fon _ Basic ~ system v Switching ~ Routing = Security ~ Qos
Dashboard Port Summary VLAN Port Channel (LAG) Port Mirroring Firmware Upgrade Restart Switch

Power Over Ethernet

Display rows Showing 1 to 10 of 24 entries Filter
Interface & PoEMode & PoEOutput & Cument & Voltage & PortDescription &
o PoE+ auto off off off

oz PoE+ auto off off off

03 PoE+ auto off off off

04 PoE+ auto off off off

s PoE+ auto off off off

(1 PoE+ auto off off off

o7 PoE+ auto off off off

8 PoE+ auto off off off

s PoE+ auto off off off

010 PoE+ auto off off off

Select all ports by checking the box adjacent to the ‘Interface” header.

Scroll to the bottom of the page and select ‘Edit’

Edit PoE Mode

Interface 0/1, 072, 073, 0/4, 045, O/, 0/7, 0/3, 0/9, /10
PoF Mode

A

Ensure that ‘PoE + Auto’ is selected from the drop down menu.
Click ‘Submit’
Click ‘Save Configuration” which will be flashing in red in the top right-hand corner of the screen.

Check this has been activated by plugging in a Blustream Mulitcast product to one of the avaialble ports on the switch. The power LED on the
unit will start to blink which confirms that the PoE is active on the switch.

Apply and Save settings

Throughout the process of setting up the Ubiquiti network switch, it is imperative that the settings are saved at each interval of the process.

Blustream cannot guarantee that by not saving a setting before moving onto the next step will not revert the switch’s settings back to default
if not saved.
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Amending your IP Address in Windows

1. Connect the computer to the network switch using an Ethernet cable
2. Navigate to: CONTROL PANEL / NETWORK & INTERNET / NETWORK CONNECTIONS
3. Double click on the Ethernet conneciton as highlighted below:

U& Network Connections - O *
A ™ @ » Control Panel » Metwork and Internet » Metwork Connections » v O Search Network Connections @
—| Organise « B~ o @

= Wi-Ri
MJ_VMF
=ﬂﬂ Qualcomm Atheros ARS43...

= | Ethernet
%!_ Unidentified network

@ Realtek PCle FE Family Con...

2 items ==

4. In the pop-up windown that appears, click on: PROPERTIES

4 Ethewel Stalus A
¥ GEresl
Connection
[Pw8 Conrackiy Wi rerbragric acrass
[Pb Conreciviy: i fesbre ik & 0es5
M Simvier Ereabdarl
Druira bore e 147
Epersdt 10, D s
Ceteiby,,
Aciely

135,469,552

Eytem 5, 507,005
T o

[ul.e2
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5. Inthe pop-up window that appears, double-click on: INTERNET PROTOCOL VERSION 4 (TCP/IPv4)

Lo
4 Etherwet Propeties

Melwabing  Sraving

Cannectsing:
I3 Flealtek POl FE Famiy Cominler

Canfigus...
This conmectin wea o Tolisng
v EEEeT—p -
W Fi i Prntee Searmg far Mok Pstanrk
W oo

by Inbemel Proboool Versan £ (TORAPY)

A T AT W o Profoood
W 3 Micisoft LLOP Protocol Orver

A Inbemet Probocol 'Version 6(TCR AP -
£ *

el Lirirwisl Froperies
Desavirean
Ao YT CONPULer 1) SCoei Meae it N 3 Mool
it vk

o Canie

5. In the pop-up window that appears, double-click on the button marked: USE THE FOLLOWING IP ADDRESS

6. Enter the details as below:
IP Address: 192.168.1.1

Subnet mask: 255.255.255.0
Default gateway: Leave this field blank

7.Click: OK / OK / CLOSE

Sl ) FE ) PRl N RN

il Lse the falwing 1P addess)

Irtemet Proiocol Version d (TCPPyd) Propetiss
eneral

o) o gt P sathege psngnsd sutomaicsly i sour network supports
this capability Crttesrpass, you esd W Bk yOT N DAk & onl resirahr
For the sprropeiabe [P wtbngs.

10kt an [P addness suoraically

IF acdrann: 192 . 188 . 1 .1
Subnst ek [285 . 255 385 . o |
Default gabmpa |

Cioiein DG wer ver acdress &

o bicaly

) Use the faliowing DG server addresses

Freferied CNES perver;
Al ratisa DRS s var:

[ vaidabe setirgs upon et Arhvenced...

[ ]

Caneel

Your Windows PC will now be working in the IP range as set above and you will now be able to communicate with the
equipment working within the same IP range.
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Amending your IP Address in Mac OS

1. Connect the Mac to the network switch using an Ethernet cable
2. Click on the Network Connections icon in the toolbar at the top of the desktop
3. Navigate to: OPEN NETWORK PREFERENCES

4= v e Fri12 Jul 1105

Turn Wi-Fi Off

Aidens's iPhone

+ MJ_VMF
BTHub4-Q9F6&
DIRECT-99-HP ENVY 5640...
EE-Hub-3sUe
SKY10D91
SKY49C0B
smarterbroadband
TALKTALKOG61 DA
TNCAP156DC7
TNCAP156DCT7_Ext
Virgin Media
Vi-guest0482393
VME048239
VMO25985-2G

g
g
g
g
g
s
=
=
=
=
=
=
=
=

Join Other Network...
Create Network...
Open Network Preferences...
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4. Find the active Ethernet connection to the network switch on the left-hand menu tree
5. Use the drop-down box marked: CONFIGURE IPv4 and set to: MANUALLY
6. Enter the details as below:

IP Address: 192.168.1.1

Subnet mask: 255.255.255.0

Router: Leave this field blank

Network
Location: | Automatic

Apple U...Adapter < .>

Connected Status: Connected

— Apple USB Ethernet Adapter is currently active
Wi-Fi —> and has the IP address 192.168.0.109.

?lge-tf)?t.-h-PAN * Configure IPv4: | Manually

Subnet Mask: 255.255.255.0
iPho SB
Not Connected Router:
DNS Server:

Search Domains:

Advanced...

7. Click: APPLY at the bottom of the page and close.

Your Mac will now be working in the IP range as set above and you will now be able to communicate with the
equipment working within the same IP range.
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